Groupware Software

Groupware is the primary tool for creating collaborative work environments. Groupware is, software that regocnises the significance of groups in offices by providing functions and services that support the collaborative activities of work groups. Groupware is built around three key principles;

1. Communication

2. Collaboration

3. Coordination

It allows groups to work together on documents, schedule meetings, route electronic forms, access shared folders, develop shared databases, and send e-mail.

Capabilities of major commercial groupware products

Publishing


Posting documents as well as simultaneous work 




on the same document by multiple users along 




with a mechanism to track changes to these 




documents.

Replication


Maintaining and updating identical data on 




multiple PCs and servers

Discussion tracking


Organising discussions by many users on 




different topics.

Document management

Storing information from various types of 




software in a database.

Work flow management

Moving and tracking documents created by 




groups.

Security


Preventing unauthorised access to data.

Portability


Availability of the software for mobile use to 




access the corporate network from the road.

Application development

Developing custom software applications with the 




software.

The leading commercial groupware product has been Lotus Notes from the Lotus Development Corporation.

Lotus Notes Release 5

Lotus Notes R5 is the leading integrated e-mail and e-business software for the Internet and corporate intranets. An intuitive, Web-inspired environment, Notes integrates your highest priority information sources, including e-mail, calendaring, group scheduling, to do list and more. Notes users can exchange messages via the Internet, work with any Web application, read and post topics to Internet newsgroups, search Web directories, and use X.509 certificates for security. Notes even lets you access your e-mail and other applications while you're off-line -- with full fidelity -- and gives you the option to synchronize your work later.

Notes R5 also makes it easy for you to get started. Wizards automate the installation process, even creating dial-up networking entries. Users can choose from among pre-set setup configurations like Office and Home to get up and running in minutes. Familiar Web metaphors and an award-winning interface minimizes training costs while boosting users' productivity.

Tight integration with the Lotus Domino R5 Server makes Notes R5 the most powerful e-business client available, delivering unmatched functionality, security and customization options. Notes enables organizations to maximize the value of their Domino infrastructure -- from standards-based messaging to built-in collaborative applications like discussions and document libraries, to the unlimited potential of Domino-based e-business solutions. Together, Notes and Domino enable organizations to lower the total cost of a messaging and collaboration infrastructure, while enhancing users' productivity and reducing administrative overhead.

Key Features and Benefits

Much more than mail. Notes integrates your most important information sources -- e-mail, calendar, address book, to do list, the Web and e-business applications -- and lets you seamlessly access them on-line or off-line.

Instant e-business. The customizable Welcome Page presents the at-a-glance info you need including today's appointments, action items, key URLs and new e-mails.

Keeps it together. Notes offers a single, integrated in-box for Notes mail and Internet mail, from Internet Service Providers (ISPs).

New-instant messaging! Now with Lotus Sametime integration, Notes lets you see who's on-line, send them instant messages and even chat in real-time to get answers fast.

Information Filtering

Recent years have seen the explosive growth of the sheer volume of information. The number of books, movies, news, advertisements, and in particular on-line information, is staggering. The volume of things is considerably more than any person can possibly filter through in order to find the ones that he or she will like. 

People handle this information overload through their own effort, the effort of others and some blind luck. First of all, most items and information are removed from the stream simply because they are either inaccessible or invisible to the user. Second, a large amount of filtering is done for us. Newspaper editors select what articles their readers want to read. Bookstores decide what books to carry. However with the dawn of the electronic information age, this barrier will become less and less a factor. Finally, we rely on friends and other people whose judgement we trust to make recommendations to us. 

We need technology to help us wade through all the information to find the items we really want and need, and to rid us of the things we do not want to be bothered with. The common and obvious approach used to tackle the problem of information filtering is content-based filtering[1]. Keyword-based filtering and patent semantic indexing [2] are some example content-based filtering techniques. Content-based filtering techniques recommend items for the user's consumption based on correlations between the content of the items and the user's preferences. For example, the system may try to correlate the presence of keywords in an article with the user's taste. However, content-based filtering has limitations: 

Either the items must be of some machine parsable form (e.g. text), or attributes must have been assigned to the items by hand. With current technology, media such as sound, photographs, art, video or physical items cannot be analyzed automatically for relevant attribute information. Often it is not practical or possible to assign attributes by hand due to limitations of resources. 

Content-based filtering techniques have no inherent method for generating serendipitous finds. The system recommends more of what the user already has seen before (and indicated liking). In practice, additional hacks are often added to introduce some element of serendipity. 

Content-based filtering methods cannot filter items based on quality, style or point-of-view. For example, they cannot distinguish between a well written an a badly written article if the two articles happen to use the same terms. 

A complementary filtering technique is needed to address these issues. This paper presents social information filtering, a general approach to personalized information filtering. Social Information filtering essentially automates the process of ``word-of-mouth'' recommendations: items are recommended to a user based upon values assigned by other people with similar taste. The system determines which users have similar taste via standard formulas for computing statistical correlations. 

Social Information filtering overcomes some of the limitations of content-based filtering. Items being filtered need not be amenable to parsing by a computer. Furthermore, the system may recommend items to the user which are very different (content-wise) from what the user has indicated liking before. Finally, recommendations are based on the quality of items, rather than more objective properties of the items themselves. 

Some Filtering Systems

My NewsStand 

A email news clipping service. 

Agentware i3 

A family of products that support information filtering at the enterprise level. 

Topic Search'97 Agent Server 

A rule-based newswire filtering system from Verity. 

Fast Data Finder 

A fast brute force text search engine by Paracel. 

ZyFILTER 

A general purpose commercial filtering system made by ZyLAB, a Dutch company. 

KE Media 

A news archiving system with selective dissemination capabilities from Knowledge Engineering Pty Ltd. 

Intelligent Message Filter 

A commercial system from Mnemonic Technology, Inc. that filters text messages in any language, any encoding, and any formatting. 

Lextex Profiling Engine 

A rule-based commercial system from Lextek International, that supports document filtering and categorization. 

RouteX 

A SDK for routing document to the appropriate people or outlets.

Security

1.Security and Ethical Challenges of E-Business   
1.1.Objectives 

Identify several ethical issues in how the use of information technologies in E-Business affects employment, individuality, working conditions, privacy, crime, health, and solutions to societal problems.
Identify several types of security management strategies and defenses, and explain how they can be used to ensure the security of E-Business applications.
Propose several ways that business managers and professionals can help to lessen the harmful effects and increase the beneficial effects of the use of information technology.
 1.2.Security and Ethical Challenges 

1.2.1.Security Ethics and Society ;

Employment, Privacy, Health, Individuality, Crime, Working Conditions.

Job as a manager or business professional should involve managing your work activities and those of others to minimize the detrimental effects of E-Business systems and optimize their beneficial effects.
 1.2.2.Computer Crimes; 

Hacking, Unauthorized, Use at work, Cyber Theft , Piracy, Computer Viruses…

Cyber crime is becoming one of the Net’s growth businesses.
Today, criminals are doing everything from stealing intellectual property and committing fraud to unleashing viruses and committing acts of cyber terrorism.
1.2.2.a) Computer Crime - Hacking 

-Common Hacking Tactics; Denial of Service, Scans, Sniffer , Spoofing , Trojan Horse, Back Doors, Malicious Applets, War Dialing, Logic Bombs, Buffer Overflow, Password Crackers, Social Engineering, Dumpster Diving. 

1.3.Employment Challenges
Lost Job, Opportunities, Computer Monitoring, Lost Individuality, Health Issues, Working
Conditions.
 1.3.1.Ethical Considerations 

-Ethical Principles; Proportionality, Informed Consent, Justice, Minimized Risk.

1.4.Standard of Conduct
-Act with integritry, 
-Protect the privacy and confidentiality of information
-Do not misrepresent or withhold information
-Do not misuse resources
-Do not exploit weakness of systems
-Set high standards
-Advance the health and welfare of general public
 

2.Security Management of E-Business 

Encryption ,Denial of Service, Defenses , Fire Walls, Monitor, E-mail, Virus, Defenses
 Other E-Business Security Measures ; Security Codes ,  Security Monitors, Backup Files, Biometric Security Controls.

2.1.Computer System Failure Controls 

Applications ; Environmental,  HW and SW Faults ,Application redundancy,  Checkpoints .

Systems  Outages ; System isolation, Data security, 

Databases (Data errors) ;Transaction ,Histories, backup files.

Networks Transmission Errors; Alternate routing, error correcting routines 

Processes ; HW and SW faults (Checkpoints ), Files, Media Errors  (Replication of data ), Processors (HW Faults ,Instruction retry ), Layer ,Threat , Fault Tolerant Methods , Fault Tolerant Systems (Fail-Over, Fail-Safe, Fail-Soft).
 2.2.Disaster Recovery 

Who will participate?
What will be their duties?
What hardware and software will be used?
Priority of applications to be run?
What alternative facilities will be used?
Where will databases be stored?

3.E-Business System Controls and Audits 

-Processing Controls 
-Fire walls (Software, Hardware, Checkpoints )

-Input Controls (Security Codes , Encryption, Error Signals)

-Storage Controls (Security Codes, Encryption, Backup Files )

-Output Controls (Security Codes, Encryption, Control Totals, User Feedback)
The vital role of E-Business and E-Commerce systems in society raises serious ethical and societal issues in terms of their impact on employment, individuality, working conditions, privacy, health, and computer crime.
Managers can help solve the problems of improper use of IT by assuming their ethical responsibilities for ergonomic design, beneficial use, and enlightened management of E-Business technologies in our society.
Business and IT activities involve many ethical considerations. Ethical principles and standards of conduct can serve as guidelines for dealing with ethical businesses issues.
One of the most important responsibilities of the management of a company is to assure the security and quality of its E-Business activities.
Security management tools and policies can ensure the accuracy, integrity, and safety of E-Business systems and resources.
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