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1. Introduction

An Ad Hoc Network

An ad hoc network or infrastructure-less networking, as the term infrastructure less describes, is a network that does not make use of existing network infrastructures. A temporary network is dynamically formed by a collection of wireless mobile nodes/ hosts. Without network infra- structures, these hosts communicate with each other by relying on each other to “forward” data from a transmitting host to the receiving host. This forwarding of data is essential especially when the transmitting host and the receiver host are not within the direct reach wireless transmission range of each other. Thus each node not only operates as a host but is also a router for transmitting data. Some examples of the use of ad hoc networks include students using laptop computers to participate in an interactive lecture, business associates sharing information during a meeting, soldiers relaying information for situational awareness on the battlefield, and emergency disaster relief personnel coordinating efforts after a hurricane or earthquake.

2.  Problem definition

In the absence of a fixed network infrastructure, Ad Hoc networks are unstable due to unpredictable disconnections of hosts, and arbitrary link failures. The mobility of each host in and out of the transmission range/network is normally the root cause of these problems. From an application perspective, these problems create difficulty to establish common data structures on all the participating hosts, Thus it is important to maintain a consistent view of group membership i.e. which hosts are present in the network, willing to cooperate on a specific application and able to do so reliably.

3.  Summary of solution 

This paper proposed an algorithm that allows hosts within the communication range to maintain a consistent view of the group membership despite movement and frequent disconnections. The algorithm makes use of location information of the host to determine if a host is within communication range is admitted to or eliminated from the group. A group discovery protocol is used to determine which hosts are around. A reconfiguration protocol is used to merge groups that are in contact and to split up group that are threatened by the possibility of unexpected disconnection. The key concept for these protocol is the “safe distance” concept among hosts and groups, i.e. the idea that if hosts are “close enough”, disconnection is not possible and that if they are “just far enough” there is plenty of time to carry out a configuration change before disconnection occurs.

Safe Distance concept

The concept of safe distance is used to determine when two groups can be merged and when a group must be split in order to maintain the requirements for group membership. This concept requires at least two hosts, one from each of the two groups, are at a safe distance. The safe distance is given by the formula distance d = R – 2v * (t + t’) where R is the wireless transmission range (assuming both are using the same range), v is the max velocity at which the two host can travel (in this case the formula assumes the worst case where 2 hosts are traveling at opposite direction), t is the upper bound network latency and t’ is the time needed to needed for the a group to split or merge. This formula assumes that the velocity of each host is not available. When the velocity information is available, the formula can be changed dynamically according to the formula R - |vx – vy|.t - |amax.t2|, where amax is the maximum acceleration for all hosts and t Is the time needed for a group operation already in progress to finish.

To find out the distance between two groups, the location of all hosts in the region is required. Since it is expensive for every host to keep track of others all the time, a leader host is appointed in each group to constantly check to see if the group members (hosts) are within safe distance of each other and to determine other hosts present in the region.

Group Discovery Protocol

The flow of the Group Discovery Protocol is as in Fig 1. This protocol allows the host leader to maintain a list of groups that are close enough to be considered for merging. Hosts in each group uses safe distance as the criteria to find out which host is close enough to be merged into the group. This information is then passed to the host leader. Each broadcast message sent to detect other groups contains the broadcaster’s location and the identity number (id of the Host leader of the group). The velocity the host can also be included into the message if it is available so that the safe distance calculation would be more accurate.








             Merging Protocol


Reconfiguration Protocol

The reconfiguration protocol consists of two processes, the process of merging two groups together and the process of splitting a group (partition). The merging process starts with the negotiations among the host leaders in contact with each other. Once an agreement is reached regarding who is to participate and who is responsible for coordinating the merger, all hosts in both groups will receive a formal notification about the configuration changes. The partitioning process has similar to that of merging, only that negotiation is not necessary since only one group is involved at a time. During the configuration change, messages for the previous configuration that are in transit would be “flushed” and messages that are for the present new configuration that are in transit would be delayed until the configuration change is completed.

Merging Protocol 

The flow of merging protocol is as shown in Fig 2. 

















* Both the merge commit and merge order messages contain the new group membership lists, the new configuration number and the new leader’s identity.


It is possible for both groups involved in the merging process to be initiating the protocol. A tie – break mechanism would be needed to decide the host leader would coordinate the merger. The host leader with the lower identity aborts its merger request. Similar complication may appear when more than two groups are involved.

Partition Protocol

The flow of the partition protocol is as shown in Fig 3. The host leader must check its group configuration frequently enough to discover any unsafe situation. It is possible to split the group into more than two subgroups in order to preserve safe distance.


* A split order message contains the new host leader identity, the new configuration number ( = current configuration + 1) and the new group membership of the split group

4. Review 

The contents of the term paper are about a designing an algorithm that will have a consistent over view of the memberships of hosts in an Ad Hoc network. It introduces the safe distance concept to determine when a host would be disconnected from the membership or when a host would be added into the membership. From Software Engineering design point of view, this term paper is at the design and analysis stage. 

The related work that has been published is tabulated in table 4. The techniques that are mentioned in this paper does not have any relationship to the current software project that I am undertaking since my software project (Online Survey Data Management System) does not require the use of the techniques and concepts that are presented in this paper for Ad Hoc networks. However I could visualize the use of a Ad Hoc network to send the survey form from the host (which is the surveyor) to the surveyee (other hosts) that are within safe distance from the host. After completion of the survey form, the response data from the surveyee can be send back to the surveyor via this network too. 

In general, the purpose of this term paper is to improve on the reliability of the Ad hoc networks by having consistent view of the memberships in the network. To further improve the reliability and efficiency of this type of network, one possible area to look into is the speed of data transfer within the network. Currently, data is transferred from a transmitting host to a receiving host through the hosts that are in between them. If there is an algorithm that uses the membership view in the Ad Hoc networks to determine the fastest and safest way to transmit this data, it would have significant improvement on the efficiency of the network. One way to design this algorithm may be the use of shortest path algorithms that are presented in course SC203 Algorithm.

Some of the diagrams and notations used in this paper have helped in the process of understanding the paper. However it would be better if the writer would explain the protocols with the use of flow charts rather than creating the diagrams in the paper, which did not help in the understanding of these protocols.

This paper has widened my knowledge about Ad Hoc network. It gives me a better understanding about problems faced in designing and implementing an Ad Hoc network. The advantages of using Ad Hoc networks are that it doesn’t require any infrastructure and thus users are not restricted to work within a limited space. With this “mobility” factor, Ad Hoc networks are fast becoming one of the important tools for communication and interaction. Thus it is important to ensure that these networks provide reliable and secure communication. 
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Fig 1 Flow of Group Discovery Protocol
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Fig 2 merging protocol
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Fig 3 partition protocol
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