Memory Management

Logical Address - An address generate by CPU

Physical Address – Address seems by the memory unit

Logical Address space – The set of logical address generated by a program

Physical Address space – The set of physical address corresponding to these logical address

Paging (Hardware’s view, fixed size)

Physical memory is broken into fixed-sized block call frame. Logical address is broken into block of the same size call page. When a process is to be executed, its page are loaded into any available memory frames from the back store.

Pros:

1. Paging permits physical address space of a process to be located non-continuous.

2. Possible sharing common code, reentrant code.

3. Hidden the actual physical memory

Segmentation (user’s view, variable length)

A logical address space is a collection of segments. Each segment has a name and a length. It support user view of program, in user’s view each segment can be considered as subroutine, stack, symbol table, main program etc.

Q1)

Procedure size is a function size, which is limited by the segment size

Executable program size is limited by the logical address space

Full expansion of the physical memory is limited by the logical memory size.

TLB (Translation look-aside buffer)

Every access to memory must go through the paging map. To speed up the page table look up time, TLB can be used. TLB contains several table entries. A logical address is generated by the CPU, if hit, its frame number is immediately available and is used to access memory.

Prior to each physical memory access in a paged-segmentation system, both the segment table and the page table need to be looked up. Such overhead can be reduced by means of a small-dedicated cache (or translation look aside buffer) for caching the contents of the actively used entries. 

	Segment table entry –
	Page table offset, Protection flags, Access permission, Segment length, Private flag



	Page table entry-
	Frame number/ Disk address, Resident flag, Dirty flag, Touched flag


The items should be cached by the TLB. 

1. Protection flags, detect illegal penetration

2. Access permission, detect the misbehavior of faulty programs

3. Segment length, to detect out of bound segment access.

4. Frame number/ Disk address, used to access memory (in RAM, or Disk)

5. Resident flag, the reference address is valid or not

All of these can determine where the memory access is valid or not

Items should not cached by the TLB

1. Page table offset, not directly refer to physical address

2. Private flag, indicate the frames is shared or not, only useful in page-fault

3. Dirty flag, indicate disk image need to be updated, only useful in page-fault 

4. Touched flag, used to make replacement decisions, only useful in page-fault
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