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1 Where could you find the date and time that the test1 database was last shut down? 

A. alert_<SID>.log 
B. init<SID>.ora 
C. control files 
D. redo log files 
E. datafiles. 

Answer:  A. alert_<SID>.log
                /u01/app/oracle/admin/test1/bdump/alert_test1.log

2. Which of the following data dictionary views contains the location of the control files? (could have multiple answers)

A. v$controlfile

B. v$database

C. v$parameter

D. v$parameter2

E. v$spparameter

Answer:  A. C. D. E.

                SQL> select  name, value  from  v$controlfile  where  name=’control_files’;

                SQL> select  name, value  from  v$parameter  where  name=’control_files’;

                SQL> select  name, value  from  v$parameter2  where  name=’control_files’;

                SQL> select  name, value  from  v$spparameter  where  name=’control_files’;
3. Which of the following is always true? 


A. The database has to have at least two control files.

B. The databse has to have at  least two groups of redo log files. 

C. The database has to have at least two datafiles.

D. The database has to have one password file.

Answer:  B  is always true. (click, link to reference)
4. Which two statements are true about the control file? (Choose two)

A. The control file can be multiplexed up to eight times

B. The control file is opened and read at the NOMOUNT stage of startup.

C. The control file is a text file that defines the current state of the physical database.

D. The control file maintains the integrity of the database, loss of the control file requires database recovery

Answer:  B. D.

Correct Answer:    A.   D.

5. Which file need to be configured on the client side to connect to the remote Oracle Server? 


A. dnsnames.ora 
B. names.ora 
C. listener.ora 
D. tnsnames.ora

Answer:  D. tnsnames.ora
Ref.: http://download-west.oracle.com/otndoc/oracle9i/901_doc/server.901/a88808/standbyscen.htm#30832
The tnsnames.ora file can be configured for multiple addresses. In a local TNS configuration, at least one of the addresses should be the address of a standby site. Modify the tnsnames.ora file at each client site to ensure that an address for a standby site has been supplied. The tnsnames.ora file is typically located in the $ORACLE_HOME/network/admin directory.

6. If you query V$LOG and find that the STATUS value for GROUP 3 is ACTIVE, which statement about GROUP 3 is true?

A. The group has never been written to.

B. The group is the current redo log group.

C. The group is needed for instance recovery.

D. The group does  not need to be archived.

Answer:  C. The group is needed for instance recovery.

Online redo log files that are required for instance recovery are called active online redo log files.  Use command,

SQL> SELECT GROUP#, MEMBERS, STATUS, ARCHIVED FROM V$LOG;

If GROUP 3 is ACTIVE, the group is needed for instance recovery.

7. You use the password utility with this statement to create a password file for test1 database:

orapwd file=$ORACLE_HOME/dbs/orapwdtest1 password=topsecret entries=10

You set the REMOTE_LOGIN_PASSWORDFILE initialization parameter to SHARED and issue this command.

Connect sys/topsecret as sysdba

What's the result?

A. The CONNECT command succeeds, and the SYS user connects with SYSDBA privileges.

B. The CONNECT command succeeds, but the SYS user does NOT connect with SYSDBA privileges.

C. The CONNECT command fails because you entered the wrong pasword for the SYS user.

D. The CONNECT command fails because the SYS user is NOT recognized by the password file.

Answer:  A.  The CONNECT command succeeds, and the SYS user connects with SYSDBA 

                        privileges.


[s2860@npu21 s2860]$ orapwd file=$ORACLE_HOME/dbs/orapwdtest1 password=topsecret entries=10

OPW-00005: File with same name exists - please delete or rename

[s2860@npu21 s2860]$ orapwd file=$ORACLE_HOME/dbs/orapwdtest2 password=topsecret entries=10

[s2860@npu21 s2860]$ sqlplus huh/hhh2860

SQL*Plus: Release 9.0.1.3.0 - Production on Wed Oct 16 13:21:09 2002

(c) Copyright 2001 Oracle Corporation.  All rights reserved.

Connected to:

Oracle9i Enterprise Edition Release 9.0.1.3.0 - Production

With the Partitioning option

JServer Release 9.0.1.3.0 - Production

SQL> Connect sys/topsecret as sysdba

Connected.

SQL> show user

USER is "SYS"

SQL> 

8. Evaluate this statement: CREATE PFILE FROM SPFILE;
    Which two statements are true?

A. This statement requires SYSDBA role to execute

B. This syntax can be reversed to create SPFILE from a PFILE.

C. This statement can only be executed after the database is open.

D. This statement will NOT execute because a name for the SPFILE was NOT specified.

Answer:  A. B.

In homework 3, we have:


SQL> show user

USER is "SYS"

SQL> create pfile=’/tmp/haoh.ora’ from spfile;

File created.

SQL> shutdown immediate;

Database closed.

Database dismounted.

ORACLE instance shut sown.

SQL> create spfile from pfile=’/tmp/haoh.ora’;

File created.

SQL>

9. You are experiencing intermittent hardware problems with the disk drive on which your control file is located. You decide to multiplex your control file. While your database is open, you perform these steps:

1) Make a copy of the control file using an operation system command.

2) Add the new file name to the list of files for the CONTROL_FILES parameter in the inittest1.ora file using a text editor and generate a spfiletest1.ora

3) Shutdown the test1 database.

4) Issue the STARTUP command to restart the instance and mount and open the test1 database.

The instance starts, but the database mount fails, Why?

A. You copied the control file before shutting down the instance.

B. You used an operating system command to copy the control file

C. The Oracle server does not know the name of the new control file

D. You added the new control file name to the CONTROL_FILES parameter before shutting down the instance

Answer:  A.  You copied the control file before shutting down the instance.

10. Which command will force Oracle to stop writing to an online redo log and start writing to a new one?

A. ALTER DATABASE LOGFILE

B. ALTER SYSTEM CHECKPOINT

C. ALTER SYSTEM LOG SWITCH

D. ALTER SYSTEM SWITCH LOGFILE

Answer:  D.    SQL> ALTER SYSTEM SWITCH LOGFILE;

                In Class_4 handout,  Page 16,  Forcing Log Switches.

11. You should back up the control file when which two commands are executed? (Choose two)

A. CREATE USER

B. CREATE TABLE

C. CREATE INDEX

D. CREATE TABLESPACE

E. ALTER TABLESPACE <tablespace_name> add datafile;

Answer:  D. E.

       In Class_4 handout,  Page 7,  When to Back UP Control Files:  D & E change the physical structure of  a database. After doing that, you should back up the control file.

12. The Database Writer(DBWn) background process writes the dirty buffers from the database buffer cache into the ___A___? (Choose one)

A. Data files only

B. Data files and  control files only

C. Data files and redo log files only

D. Data files, redo log files, and control files

Answer:  A.  Data files only

13. When preparing to create a database, you should be sure that you have sufficient disk space for your database files. When calculating the space requirements you need to consider that some of the files may be multiplexed. Which two types of files should you plan to multiplex? (Choose two)

A. Data files 

B. Control file

C. Password file

D. Online redo log files

E. Initialization parameter file and stored parameter file

Answer:  B. D.

14. What provides for recovery of data that has not been written to the data files prior to a failure?

A. Redo log 

B. Undo Segment

C. Rollback Segment

D. System Tablespace

Answer:  A.  Redo log

15.Which steps should you follow to increase the size of the online redo log files?

A. Use the ALTER DATABASE RESIZE LOGFILE GROUP command for each group to be resized. 

B. Use the ALTER DATABASE RESIZE LOGFILE MEMBER command for each member within the group being resized.

C. Add new redo log groups using the ALTER DATABASE ADD LOGFILE GROUP command with the new size. Then drop the old redo log files using the ALTER DATABASE DROP LOGFILE GROUP command.

D. Use the ALTER DATABASE RESIZE LOGFILE GROUP command for each group to be resized, then use the ALTER DATABASE RESIZE LOGFILE MEMBER command for each member within the group.

Answer:  C.  Add new redo log groups using the ALTER DATABASE ADD LOGFILE GROUP command with the new size. Then drop the old redo log files using the ALTER DATABASE DROP LOGFILE GROUP command.  For the CURRENT, before DROP do switch first.
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