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The rules

The CCIE is the high-level for experts.

The CCNP is the mid-level for professionals.

The CCNA is the low-level for associate.




CISCO CertifIcations
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more information

To pass the CCIE, you must have a valid CCNP and to pass the CCNP you must have a valid CCNA.

1. CCNA

It means Cisco Certification 
Network Associate. The exam is 640-801 and it costs 125$ to pass it online. You have 60 minutes to complete the exam. You need to get 855 of the 1,000 points available. Depending on the exam and version you take you must have 47 to 56 good answers of 55 to 65 questions.

2. CCNP

It means Cisco Certification Network Professional. The exam is 642-891 and it costs 125$ to pass it online. You have 120 minutes to complete the exam. You must answer to 80 to 90 questions. The score to get the exam is 85,5% of good answers.

3. CCIE

It means Cisco Certification Internetworking Expert. There are five different tracks as listed below:            CCIE Routing and switching              CCIE Security                                      CCIE Service Provider                        CCIE Storage Networking                  CCIE Voice

You have 120 minutes to complete the written exam and 8 hours to complete the hands-on lab exam. It costs 300$ to register online.                                               

ccna topics

It is apprentice knowledge of networks. CCNA certified professionals can install, configure, and operate LAN, WAN, and dial access services for small networks (100 nodes or fewer), including but not limited to use of these protocols: IP, IGRP, Serial, Frame Relay, IP RIP, VLANs, RIP, Ethernet, Access Lists.

ccnp topics

It is advanced or journeyman of networks. CCNP certified professionals can install, configure, and troubleshoot local and wide area networks for enterprise organizations with networks from 100 to more than 500 nodes. The content emphasizes topics such as security, converged networks, quality of service (QoS), virtual private networks (VPN) and broadband technologies.

ccie topics

CCIE Routing and Switching
Certification in Routing and Switching indicates expert level knowledge of networking across various LAN and WAN interfaces and a variety of routers and switches. Experts in R&S solve complex connectivity problems and apply technology solutions to increase bandwidth, improve response times, maximize performance, improve security, and support global applications.

CCIE Security
It indicates expert level knowledge across security and VPN solutions and a solid understanding of various operating systems (Windows, Unix and Linux) and common application services (for example HTTP, SMTP, FTP and DNS). CCIE Security experts are capable of configuring complex end-to-end secure networks, can troubleshoot integrated environments, and possess strong understanding of common attacks and mitigation techniques.

CCIE Service Provider
Service Provider certification indicates expert level knowledge in the fundamentals of IP technologies, as well as specialized knowledge in at least one of the networking areas specific to service providers, including Dial, DSL, Cable, Optical, WAN Switching, IP Telephony and Content Networking.

CCIE Storage Networking
It indicates expert level knowledge in the implementation and troubleshooting of storage area networks using Fiber Channel, iSCSI, FCIP and FICON protocols to enable resource sharing over LANs, MANs and WANs.

CCIE Voice
It indicates expert level knowledge of Cisco Voice over IP (VoIP) products and solutions in an enterprise environment. Individuals with CCIE Voice certification are capable of building and configuring a complex, end-to-end IP telephony network and are experts in troubleshooting and resolving VoIP-related problems.

Usefull links

· CCNA
· CCNP
· CCIE 

