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* Set the Root Password and create one account per group member. 
Type the redhat-config-rootpassword command in a shell prompt to launch the Root Password Tool. If you are not root, it will prompt you for the root password to continue.

* How can you reset the ROOT PASSWORD if it is forgotten? Write the procedure.

Before you begin, you will need to know what partition your "/etc" directory is on.

You will need a copy of Linux that will run off of a floppy. You can use

the Debian install disk,  which you can get at this website:

ftp://ftp.debian.org/debian/dists/stable/main/disks-i386/current/resc1440.bin
- Write the file "resc1440.bin" to a blank floppy disk.

- Reboot using the floppy disk you just made.

- At the "boot:" prompt, just hit enter.

- Choose whether you want color or no color. 
- Go down and choose the option "Execute a shell"

- Mount the directory containing your "/etc" directory as "/mnt"

- Edit the /etc/shadow file. On the line that begins with "root:", delete

everything in between the first and second colons. Since you aren't actually

using the real vi program, you will need to save the file before exit.

- Unmount "/mnt".

- Reboot.

    The root password should now be blank. You should change the root password

    as soon as possible. If your computer is connected to the internet when it

    boots up, then you may want to physically disconnect your computer until

    you change the root password. 

--------------------------------- found on web:

Here are the steps-by-step instructions to change password for root in linux:
1)when u reached at the grub screen press 'e' on linux
2)line which contains the word 'kernell' press 'e'
3)go to end of that line and write 'linux single'
4)the press 'esc' twice and press 'b' to reboot the system
5) now wait for the prompt and type easy command there:
passwd root
it will ask to enter new password for root
Password protection: U can set a password to bootloader too. Well, it is only possible in grub and not in lilo. change grub.conf "single" option to something else phrase. So whenever some one tries with single kernel boot option he is stuck howz that!. Keep safe. U can also protect grub from editing by giving password protection.

If you are using lilo to boot, then at the LILO prompt, you can go into the single user mode. If your normal boot image is called linux, then enter "linux single" or "linux init=/bin/bash" at the LILO prompt.  Then run passwd and set a new root password. After this, you will want to change to the normal run level, or reboot.
Or boot the system up from FD or CD, mount the /root partition. Edit the /etc/shadow file and get rid of the password. reboot and reset the password. For more details: 
http://linux.about.com/od/linux101/l/blnewbie3_2_3.htm
--------------------------------
* How to change the ROOT PASSWORD for Linux and NetBSD?

Unlike changing the password for your own account, you cannot

change the root password simply by typing "passwd" at the prompt. The

reason for this is that in your path, /usr/athena/bin/passwd, the

utility for changing Kerberos passwords, comes before /usr/bin/passwd,

which is good for changing local accounts. So, to change the password

for root, log in as root and give the following command at the prompt:

/usr/bin/passwd

Giving the full path to the correct passwd program will let you

change root's password normally.
After changing the root password, be sure to copy the password

file over to the correct local file, so that the root password does not

revert to the old one when the machine next reboots.  

The correct way to do this is:

Linux:  cp /etc/passwd /etc/passwd.local

NetBSD: cp /etc/master.passwd /etc/master.passwd.local

Resetting Root Password

1) Booting to LILO

Boot the machine to the LILO prompt, and specify along with the image name

at least the parameters "init=/bin/sh" and "rw" in order to boot the machine

properly into single user mode.

2) Resetting Password

passwd   to change the root password once you are dropped into a shell.

When prompted, enter the new root password, twice, for verification.

3) Syncing Drive

Type "sync" to explicitly sync the changes to the hard drive.

4) Listing Mounted Drives

Type df to view what drives are mounted.

5) Unmounting Drives

umount /dev/partition  for each partition which is shown as mounted from step 4.

6) Re-boot

/sbin/reboot  to reboot the computer.
See also http://linux.about.com/od/linux101/l/blnewbie3_2_3.htm
