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GUIDELINES ON STAFF FILES

INTRODUCTION

Staff or personnel files, other than those for bank staff and doctors, are held in directorates or departments.  This document provides guidance on the maintenance of such files, their security and disposal.  Any queries about these guidelines should be addressed to the Personnel Manager.

CONTENT OF FILES
Personnel files should include:

i. All recruitment documentation, including job description, person specification, application form, references;

ii. All MMS forms (white copies);

iii. All correspondence and other documentation relating to a member of staff’s employment with the Trust (unless removed under the operation of the capability or disciplinary procedure). Note: blue copies of accident/incident forms are sent to Salaries & Wages;

iv. Training and IIP records;

v. Sickness and leave records;

vi. References sent to prospective employers.

It is acceptable for departments to have procedures under which some documentation - e.g. sickness records - are maintained in a separate file for the whole area.  Arrangements should, however, be in place to ensure the transfer of such records to the main staff file at an appropriate time.  The latest that this should occur is when an employee leaves the department either to transfer elsewhere in the Trust or on the termination of their employment.

MAINTENANCE AND RETENTION OF RECORDS
Staff records should be examined at least once every 2 years and documents which are no longer current should be removed.  In undertaking this maintenance, the following guidelines should be followed:

a. all expired capability and disciplinary records will be removed.


b. references, received or given, will be removed if they are more than 2 years old.


c. minor records such as annual leave requests, miscellaneous correspondence etc. may  be removed if more than 2 years old.

All other records will be retained for a period of 6 years after a member of staff has terminated their employment.  Beyond that date, managers are free to securely dispose of records other than a note of posts held by  the ex-employee with dates and records relating to sickness and training, which must be kept indefinitely in case of any claim of a work related injury or illness.  Managers may wish to organise files in a way that makes this thinning of records straightforward.  

Where a reorganisation or closure takes place, the manager in charge of that process must identify the appropriate place to keep/transfer the files of staff who have left having previously worked in the area concerned.  This must be recorded in the project plan.

Where an employee transfers within the Trust, the full file should be examined, out of date documents removed and then the file should be passed to the new manager.  Any related records such as sickness absence which may have been held elsewhere should also be transferred. 

SECURITY

Staff files must be kept in a lockable cabinet or room and must be secured when they are unsupervised for any length of time.  Files that are being worked upon must not be left in open view.  A tracer  must be used when a record removed from the main filing system. Each department must have clear rules concerning who may have access to staff files which ensure the maintenance of confidentiality.

Individual employees will be allowed to examine their files on request.  Requests for references must make it clear that the Trust’s policy on access to staff records means that employees may see references written about them. 

Information contained on staff files may be released, for the proper discharge of their duties, to managers and directors in the Trust who are exercising line responsibility for the employee concerned, to Personnel Advisors or to Occupational Health and Safety Advisors.  Subject to the note below, the content of personal files will not be released to any other employee of the Trust without the authorisation of the data subject.  Advice on specific circumstances, or on the disclosure of information to outside agencies, may be obtained from the personnel department.  In the case of any dispute, the issue will be referred to the Director of Operations.

Note: The Director of Finance (or his nominees) may require immediate and unrestricted access to files to meet obligations under the Trust’s Standing Financial Instructions.  When this is the case, it will be made clear to the manager concerned.  This right of access will not be used for matters unrelated to obligations under the Trust’s Standing Financial Instructions.

Any document from a staff file will only be disposed of using the Trust’s procedures for dealing with confidential waste.


MONITORING

Line managers are responsible for ensuring that staff files are properly maintained and that the information held is up to date and accurate.  Sample checks may be undertaken by more senior managers and directors as part of structured exercises.  The Personnel Manager may ask to see files as part of his normal advisory work and may take that opportunity to review the content in the light of these guidelines.  Formal checks by internal audit will take place on a sample basis every year.
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