Acceptable Use Policy Evaluation

An Acceptable Use Policy (AUP) for Internet use is a document that should be in compliance with state and national telecommunication rules and regulations. The National Education Association (NEA) suggests following six key elements when creating an AUP. These elements include but are not limited to: a preamble, a definition section, a policy statement, an acceptable uses section, and a violations/sanctions section. A well-written AUP focuses on responsible decision-making and use of the computer, its networks, Internet usage, and appropriate information gained. The above elements, as well as consideration of security and ethical issues, help to ensure/establish guidelines for the proper use of network resources by students and staff.


In conducting my research to complete this assignment I first reviewed the AUP that we receive from the board of Education every September for the past six years (which, from appearance, have not changed in the six years that I have been working in this district). I then questioned my technology coordinator about this and she said, that is what we follow but the teachers, students, and parents can also access the AUP on the district website or in the back of the Student Code of Conduct Booklet (which the students must review and sign the beginning of every year). When I reviewed all three forms together, they were different in presentation, format, and organization and some content as well. This should not be. One district/school should present one uniform AUP throughout the district/school. If not it can be considered confusing and misleading. I know I was confused. I also noticed that a date was only found on the policy accessible on the district website. It stated “effective date 12/1/98” with no sign of a revised date since then.


As I began to review the AUP for my district I quickly noticed that an explanation of why the policy is needed, its overall goals, the process required to develop the policy, and an official policy statement was not present. Although these items need not be over addressed, an initial introduction section (stating/explaining these items and the idea that the schools overall code of conduct applies to students online activity) should be addressed.


The policy for my district begins, and puts much emphasis into, defining the terms, conditions, and key words used in the policy. The words included in this section were: the Internet, access, educational objectives and responsibilities. All objectives were met in this area. Any foreign or ambiguous terms were explained to ensure the readers comprehension of the terms used within the policy.


The following section moves on to discuss prohibited conduct by all users. This section I would consider to be vague and in need of an update. The AUP seems to try and convey any new ideas without directly referencing them. In the place of technology that we stand today I feel all usage that is not expected of the staff and faculty should be noted, not inferred. Also according the NEA, an “acceptable” uses section should be included. This was not present. As a teacher we are expected to set up rules in a positive manner. We are to state how the students “should” act, not only how they “should not” act. Students, parents, and faculty should be given examples of educational purposes in addition to the unacceptable use. This would present a more ethical solution.

The last two sections of the AUP discuss student/staff violation reporting procedures and student/staff violation consequences. The reporting section does mention that the student can report the violation but once again the policy is vague. It only goes far enough in one sentence to say “report a violation of the AUP to the educator”. This section does not mention how, when, why or exactly to whom. Nor does it mention if they are liable to do so. The staff direction is sufficient enough. The consequences section relies much on prior knowledge of the Code of Conduct. This reasoning again makes the discipline actions vague. Unless the student has the Code of Conduct memorized it makes the meaning of the policy obsolete and one could easily misinterpret it. If a student is to be held responsible for their action they (just as adults) should be made fully aware of the consequences; even if it needs to be restated. One form should not refer a student to another form. That is not the purpose of the AUP and this does not properly address security matters.


Acceptable Use Policies vary greatly among schools and districts. The overall tone of my district’s AUP was not one that was student friendly, with complete, clearly defined terms. It was a policy that was legalistic, vague and supplied evidence that it was outdated. Also a typical AUP has a section where students and parents sign the document. My district includes the AUP in a 15 page Code of Conduct pamphlet that the student/parent must sign the last page and return. This is confusing and an easy way for the AUP to be overlooked. Better acknowledgements need to be put in place in order to indicate the intent to abide by the AUP.


Overall, my district’s AUP does not clearly convey the message of the proper uses and restrictions to network access. A successful AUP is a legal document that should benefit the district, students and faculty. It should, clearly, make the reader aware of basic Internet safety rules before they use the network independently.
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