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Vance Nesbitt

Two alternate distributed architecture models for this assignment are

1. Client – server model

The server would hold a database holding all the enrolment, marks, and grades.  There would be a double security, one level on the server and the other in the database itself.

2. Peer process model

The storage of enrolment, marks, and grades for each course would be on each lecturer’s station responsible for that course.

There are advantages and disadvantages to each.

1. Updates to the records

With a distributed data on the peer process model it is easy for each lecturer to update records on his or her machine, as it will on the machine itself.  There will be no need for locking the records, as other lecturers will not need to access records of students not in their class.

With a client server model and all the data in the one database, when one lecturer is updating records, other lecturers will have to wait there turn.

2. Security for who can look at the records

With the peer process model the lecturer’s station would be the only one able to update records on that station, but who can few the records would need to have a separate module.

With a client server and a central database the security will be a bit more complex.  Not only will it need to distinguish between students but it will also need to distinguish between lecturers.

3. Data backup

With peer process each collection of data would need to be backed up independently.

With client server it will be easy to back up all the data at one time.

4. Transparency

With peer process the students would need to know where to find each lecturers access point.

With client server there is only one access point that everyone uses.

I have chosen to use a client –server model for this assignment

Modules

1. Access

When anyone accesses the server it responds with a (web page) form to verify authority of person accessing the server.  Once the form is filled out and returned the Identity is checked.

2. Identity

With the name and password of the person the server looks into the database for the security level of the person accessing the system.

3. Query and presentation

If the person accessing is a student the server responds with the student records attached to an applet, which will allow the student to look at his marks.

If the person accessing is a lecturer the server responds with an applet holding all the student records for that lecturer.  The lecturer is then allowed to make any changes on the applet interface and request update to finish.

4. Update

On a call to update from a running lecturers applet the server will lock the record, update the database, and then release the database.

If I am assigned to this task I would need to learn how to run active server pages, applets, and the SQL query language.

