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A command is an action which occurs in the view of a document, styled or not. This action is triggered by a keystroke, mouse click, custom tool bar button (example: the XHTML tool bar) or custom menu entry (example: the DocBook menu).

Some menu entries of XMLmind XML Editor such as File|Open have been made available as commands. For example, the command corresponding to menu entry File|Open is called XXE.open. But other menu entries such as File|Print are not (yet) available as commands. For example, you cannot invoke File|Print from a custom tool bar and you cannot invoke File|Print from a macro-command.

Almost all commands can be passed a parameter string which is used to parametrize the behavior of the command. The syntax of this parameter string and its exact effects are totally command specific. Therefore there is nothing more to say about these parameter strings except that you'll need to read the reference manual of all native commands to check what is supported and what is no
	Internal command
A command that is stored in the system memory and loaded from the command.com. Below are examples of internal MS-DOS commands currently listed

Assoc


 HYPERLINK "http://www.xmission.com/%7Ecomphope/atmadm.htm" Atmadm


 HYPERLINK "http://www.xmission.com/%7Ecomphope/breakhlp.htm" Break


 HYPERLINK "http://www.xmission.com/%7Ecomphope/call.htm" Call


 HYPERLINK "http://www.xmission.com/%7Ecomphope/cdhlp.htm" CD


 HYPERLINK "http://www.xmission.com/%7Ecomphope/chdirhlp.htm" Chdir


 HYPERLINK "http://www.xmission.com/%7Ecomphope/clshlp.htm" Cls


 HYPERLINK "http://www.xmission.com/%7Ecomphope/color.htm" Color


 HYPERLINK "http://www.xmission.com/%7Ecomphope/copyhlp.htm" Copy


 HYPERLINK "http://www.xmission.com/%7Ecomphope/cttyhlp.htm" Ctty


 HYPERLINK "http://www.xmission.com/%7Ecomphope/datehlp.htm" Date


 HYPERLINK "http://www.xmission.com/%7Ecomphope/delhlp.htm" Del


 HYPERLINK "http://www.xmission.com/%7Ecomphope/dirhlp.htm" Dir


 HYPERLINK "http://www.xmission.com/%7Ecomphope/drivparm.htm" Drivparm


 HYPERLINK "http://www.xmission.com/%7Ecomphope/echohlp.htm" Echo


 HYPERLINK "http://www.xmission.com/%7Ecomphope/endlocal.htm" Endlocal


 HYPERLINK "http://www.xmission.com/%7Ecomphope/erasehlp.htm" Erase


 HYPERLINK "http://www.xmission.com/%7Ecomphope/exithlp.htm" Exit 
For


 HYPERLINK "http://www.xmission.com/%7Ecomphope/goto.htm" Goto


 HYPERLINK "http://www.xmission.com/%7Ecomphope/if.htm" If


 HYPERLINK "http://www.xmission.com/%7Ecomphope/lhhlp.htm" LH
Loadhigh


 HYPERLINK "http://www.xmission.com/%7Ecomphope/lockhlp.htm" Lock


 HYPERLINK "http://www.xmission.com/%7Ecomphope/mdhlp.htm" Md
Mkdir


 HYPERLINK "http://www.xmission.com/%7Ecomphope/movehlp.htm" Move


 HYPERLINK "http://www.xmission.com/%7Ecomphope/pathhlp.htm" Path


 HYPERLINK "http://www.xmission.com/%7Ecomphope/pausehlp.htm" Pause


 HYPERLINK "http://www.xmission.com/%7Ecomphope/popd.htm" Popd


 HYPERLINK "http://www.xmission.com/%7Ecomphope/prompthl.htm" Prompt


 HYPERLINK "http://www.xmission.com/%7Ecomphope/pushd.htm" Pushd
Rd


 HYPERLINK "http://www.xmission.com/%7Ecomphope/renamehl.htm" Ren
Rename


 HYPERLINK "http://www.xmission.com/%7Ecomphope/rmdirhlp.htm" Rmdir


 HYPERLINK "http://www.xmission.com/%7Ecomphope/sethlp.htm" Set


 HYPERLINK "http://www.xmission.com/%7Ecomphope/setlocal.htm" Setlocal


 HYPERLINK "http://www.xmission.com/%7Ecomphope/shift.htm" Shift


 HYPERLINK "http://www.xmission.com/%7Ecomphope/starthlp.htm" Start


 HYPERLINK "http://www.xmission.com/%7Ecomphope/switches.htm" Switches


 HYPERLINK "http://www.xmission.com/%7Ecomphope/timehlp.htm" Time


 HYPERLINK "http://www.xmission.com/%7Ecomphope/titlehlp.htm" Title


 HYPERLINK "http://www.xmission.com/%7Ecomphope/typehlp.htm" Type
Unlock


 HYPERLINK "http://www.xmission.com/%7Ecomphope/verhlp.htm" Ver


 HYPERLINK "http://www.xmission.com/%7Ecomphope/verifyhl.htm" Verify


 HYPERLINK "http://www.xmission.com/%7Ecomphope/volhlp.htm" Vol



External command
	A MS-DOS command that is not included in command.com. External commands are commonly external either because they require large requirements and/or are not commonly used commands. Below are examples of MS-DOS external commands currently

Append


 HYPERLINK "http://www.xmission.com/%7Ecomphope/arphlp.htm" Arp


 HYPERLINK "http://www.xmission.com/%7Ecomphope/assignhl.htm" Assign


 HYPERLINK "http://www.xmission.com/%7Ecomphope/at.htm" At


 HYPERLINK "http://www.xmission.com/%7Ecomphope/attribhl.htm" Attrib


 HYPERLINK "http://www.xmission.com/%7Ecomphope/backup.htm" Backup


 HYPERLINK "http://www.xmission.com/%7Ecomphope/cacls.htm" Cacls


 HYPERLINK "http://www.xmission.com/%7Ecomphope/chcphlp.htm" Chcp


 HYPERLINK "http://www.xmission.com/%7Ecomphope/chkdskh.htm" Chkdsk


 HYPERLINK "http://www.xmission.com/%7Ecomphope/chkntfs.htm" Chkntfs


 HYPERLINK "http://www.xmission.com/%7Ecomphope/choicehl.htm" Choice
Cipher
Comp


 HYPERLINK "http://www.xmission.com/%7Ecomphope/compact.htm" Compact


 HYPERLINK "http://www.xmission.com/%7Ecomphope/convert.htm" Convert


 HYPERLINK "http://www.xmission.com/%7Ecomphope/debughlp.htm" Debug


 HYPERLINK "http://www.xmission.com/%7Ecomphope/software/defrag.htm" Defrag


 HYPERLINK "http://www.xmission.com/%7Ecomphope/deltree.htm" Deltree


 HYPERLINK "http://www.xmission.com/%7Ecomphope/diskcomp.htm" Diskcomp


 HYPERLINK "http://www.xmission.com/%7Ecomphope/diskcopy.htm" Diskcopy


 HYPERLINK "http://www.xmission.com/%7Ecomphope/doskeyhl.htm" Doskey


 HYPERLINK "http://www.xmission.com/%7Ecomphope/dosshell.htm" Dosshell


 HYPERLINK "http://www.xmission.com/%7Ecomphope/edithlp.htm" Edit


 HYPERLINK "http://www.xmission.com/%7Ecomphope/edlin.htm" Edlin


 HYPERLINK "http://www.xmission.com/%7Ecomphope/expandhl.htm" Expand


 HYPERLINK "http://www.xmission.com/%7Ecomphope/extract.htm" Extract

Fasthelp


 HYPERLINK "http://www.xmission.com/%7Ecomphope/fchlp.htm" Fc


 HYPERLINK "http://www.xmission.com/%7Ecomphope/fdiskhlp.htm" Fdisk


 HYPERLINK "http://www.xmission.com/%7Ecomphope/findhlp.htm" Find


 HYPERLINK "http://www.xmission.com/%7Ecomphope/formathl.htm" Format 
Graftabl


 HYPERLINK "http://www.xmission.com/%7Ecomphope/helphlp.htm" Help


 HYPERLINK "http://www.xmission.com/%7Ecomphope/hostname.htm" Hostname


 HYPERLINK "http://www.xmission.com/%7Ecomphope/ipconfig.htm" Ipconfig


 HYPERLINK "http://www.xmission.com/%7Ecomphope/labelhlp.htm" Label


 HYPERLINK "http://www.xmission.com/%7Ecomphope/loadfix.htm" Loadfix


 HYPERLINK "http://www.xmission.com/%7Ecomphope/memhlp.htm" Mem


 HYPERLINK "http://www.xmission.com/%7Ecomphope/modehlp.htm" Mode


 HYPERLINK "http://www.xmission.com/%7Ecomphope/morehlp.htm" More


 HYPERLINK "http://www.xmission.com/%7Ecomphope/msavhlp.htm" Msav


 HYPERLINK "http://www.xmission.com/%7Ecomphope/msbackup.htm" Msbackup


 HYPERLINK "http://www.xmission.com/%7Ecomphope/mscdex.htm" Mscdex
Mscdexnt


 HYPERLINK "http://www.xmission.com/%7Ecomphope/msbackup.htm" Mwbackup


 HYPERLINK "http://www.xmission.com/%7Ecomphope/msdhlp.htm" Msd


 HYPERLINK "http://www.xmission.com/%7Ecomphope/nbtstat.htm" Nbtstat


 HYPERLINK "http://www.xmission.com/%7Ecomphope/nethlp.htm" Net


 HYPERLINK "http://www.xmission.com/%7Ecomphope/netsh.htm" Netsh


 HYPERLINK "http://www.xmission.com/%7Ecomphope/netstat.htm" Netstat


 HYPERLINK "http://www.xmission.com/%7Ecomphope/nlsfunch.htm" Nlsfunc


 HYPERLINK "http://www.xmission.com/%7Ecomphope/nslookup.htm" Nslookup 
Pathping


 HYPERLINK "http://www.xmission.com/%7Ecomphope/pinghlp.htm" Ping


 HYPERLINK "http://www.xmission.com/%7Ecomphope/powerhlp.htm" Power


 HYPERLINK "http://www.xmission.com/%7Ecomphope/printhlp.htm" Print
Reg
Route


 HYPERLINK "http://www.xmission.com/%7Ecomphope/runas.htm" Runas


 HYPERLINK "http://www.xmission.com/%7Ecomphope/software/scandisk.htm" Scandisk


 HYPERLINK "http://www.xmission.com/%7Ecomphope/scanregh.htm" Scanreg


 HYPERLINK "http://www.xmission.com/%7Ecomphope/setverhl.htm" Setver


 HYPERLINK "http://www.xmission.com/%7Ecomphope/sfc.htm" Sfc


 HYPERLINK "http://www.xmission.com/%7Ecomphope/sharehlp.htm" Share


 HYPERLINK "http://www.xmission.com/%7Ecomphope/shutdown.htm" Shutdown


 HYPERLINK "http://www.xmission.com/%7Ecomphope/smartdrv.htm" Smartdrv


 HYPERLINK "http://www.xmission.com/%7Ecomphope/sorthlp.htm" Sort


 HYPERLINK "http://www.xmission.com/%7Ecomphope/substhlp.htm" Subst


 HYPERLINK "http://www.xmission.com/%7Ecomphope/syshlp.htm" Sys


 HYPERLINK "http://www.xmission.com/%7Ecomphope/systemin.htm" Systeminfo
Taskkill


 HYPERLINK "http://www.xmission.com/%7Ecomphope/telnethl.htm" Telnet


 HYPERLINK "http://www.xmission.com/%7Ecomphope/tracert.htm" Tracert


 HYPERLINK "http://www.xmission.com/%7Ecomphope/treehlp.htm" Tree


 HYPERLINK "http://www.xmission.com/%7Ecomphope/undelete.htm" Undelete


 HYPERLINK "http://www.xmission.com/%7Ecomphope/unformat.htm" Unformat


 HYPERLINK "http://www.xmission.com/%7Ecomphope/xcopyhlp.htm" Xcopy
 

Many of the external commands are located in the Windows\system32 or Winnt\system32 directories. If you need to locate the external file in order to delete it, rename it, or replace it, you can also find the file through MS-DOS.. 
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A wildcard character is a special character that represents one or more other characters. The most commonly used wildcard characters are the asterisk (*), which typically represents zero or more characters in a string of characters, and the questionmark (?), which typically represents any one character. For example, in searching: 


run*

would mean "any word that starts with 'run' and has any kind of ending." If you entered "run*" at a search engine that offered a wildcard character capability, you would get results for run, runs, running, runner, runners - in short, any possible word that might begin with the three letters. 

Wildcard characters are used in regular expressions (a form of programming in which input data is modified based on specified patterns) and in searching through file directories for similar file names (for example, if all the work files on a project start with the characters "P5," you could easily locate all the project files by simply searching for "P5*"). 

A wildcard character is a type of meta character. In various games of playing cards, a wild card is a designated card in the deck of cards (for example, the two of spades) that can be used as though it were any possible card. 

To match any number of characters in a filename:

   ls *.txt
This lists all the files in the current directory that have the extension .txt - so Help.txt as well as nonsense.txt would be listed.



To match any single character in a filename:

   cat memo? > mymemos
This concatenates all files with the filename 

   memo0 -> memo9

   memoa -> memoz

   memoA -> memoZ

and places their contents in the file mymemos.



To remove a range of files:

   rm part[1-3]
This removes files part1, part2 and part3 from the current directory. If no files are found that match these names the message

   No match is displayed.



To look for an expression in a file:

   grep '[Jj]ohn' < addresses
This looks for and, if found, displays the lines containing the name john or John in the file addresses.

Notice that the expression to be searched for is enclosed in 'quotes' to prevent the '[' character being interpreted by the shell.

Ans3)

Most commands get their input from standard input, which is usually the terminal, and send their output to standard output, which is also usually the terminal. Errors go to standard error. I/O redirection and piping allow you to specify otherwise. 

I/O redirection lets you tell a command to read its input from a file, write its output to a file, or both. Piping allows you to tell a command to read its input from another command's output or even to read its input from the output of a string of several commands. 

For example, let's assume you want to compute the wages earned by all professors in the College of Business during the past five years. The program you are using will read in data one line at a time. You could process the information line by line, typing in each piece of data each time the program asked for it, or you could do it much more quickly by using input output redirection. Your command line would look something like this: 

program  < datafile > resultsfile

With input output redirection, you would simply need to create a `datafile', and then look at the `resultsfile'. 

If your data needs to be processed by several programs, you can use piping to save quite a bit of time. 

cat datafile | program1 | program2 | program3 > resultsfile

In this case, data is taken from `datafile', processed by program1 which passes it on to program2 which process it farther and passes it on to program3 which processes it and placed it into resultsfile. 
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IO.SYS is an essential part of DOS and Windows 9x. The boot sector of 
the boot drive's main purpose is to load IO.SYS into memory and 
transfer control to it. IO.SYS then loads the hardware interfacing 
routines that non-NT based Windows and DOS operating systems rely on, 
and then loads MSDOS.SYS.

As defined by the A+ Training Guide, by: 
Charles J. Brooks; IO.SYS is a special hidden, read-only boot up file 
that the Bootstrap Loader finds and moves into RAM to manage the boot 
up process. After the boot up is complete, this file manages the 
basic I/O routines of the system. This includes communication between 
the system and I/O devices such as hard disks, printers, FDD, as well 
as others.
MSDOS.SYS is an important system file on MS-DOS and Windows 9x 
systems. It is run after IO.SYS and contains the core operating 
system code for DOS (the DOS kernel). On Windows 9x systems the DOS 
kernel code was merged into IO.SYS and MSDOS.SYS[image: image1.png]


 is simply an ASCII 
file containing configuration directives.
By default the file is located in the root of the bootable drive 
(normally C:\) and has the hidden, read-only and system file 
attributes set.
IBM-DOS and PC-DOS systems used the file IBMDOS.COM for the same 
purpose.
Windows NT-based systems (NT 3.1-4, 2000 and XP) do not use the file, 
as they have a different boot sequence, such as the NTLDR file.
COMMAND.COM is the name for the default operating system shell (or 
command line interpreter) for DOS and 16/32bits versions of Windows 
(95/98/98 SE/Me). It also has an additional role, as the first 
program run after boot, hence being responsible for setting up the 
system by running the AUTOEXEC.BAT configuration file, and being the 
ancestor of all processes.
As a shell, COMMAND.COM has two distinct modes of work. First is the 
interactive mode, in which the user types commands which are then 
executed immediately. The second is the batch mode, which executes a 
predefined sequence of commands stored as a text file with the 
extension .BAT. Its function as the default command interpreter is 
analogous to that of the Unix shells, although COMMAND.COM's 
functionality is considerably more limited than that of its Unix 
counterparts.
cmd.exe is COMMAND.COM's successor on Windows NT/2000/XP/2003 and OS/2. 
COMMAND.COM is also available on those systems to provide 
compatibility when running DOS applications.

Ans5)
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The most important program that runs on a computer. Every general-purpose computer must have an operating system to run other programs. Operating systems perform basic tasks, such as recognizing input from the keyboard, sending output to the display screen, keeping track of files and directories on the disk, and controlling peripheral devices such as disk drives and printers. 

For large systems, the operating system has even greater responsibilities and powers. It is like a traffic cop -- it makes sure that different programs and users running at the same time do not interfere with each other. The operating system is also responsible for security, ensuring that unauthorized users do not access the system. 

Operating systems can be classified as follows: 

  multi-user : Allows two or more users to run programs at the same time. Some operating systems permit hundreds or even thousands of concurrent users. 

  multiprocessing : Supports running a program on more than one CPU. 

  multitasking : Allows more than one program to run concurrently. 

  multithreading : Allows different parts of a single program to run concurrently. 

  real time: Responds to input instantly. General-purpose operating systems, such as DOS and UNIX, are not real-time. 

Operating systems provide a software platform on top of which other programs, called application programs, can run. The application programs must be written to run on top of a particular operating system. Your choice of operating system, therefore, determines to a great extent the applications you can run. For PCs, the most popular operating systems are DOS, OS/2, and Windows, but others are available, such as Linux. 

As a user, you normally interact with the operating system through a set of commands. For example, the DOS operating system contains commands such as COPY and RENAME for copying files and changing the names of files, respectively. The commands are accepted and executed by a part of the operating system called the command processor or command line interpreter. Graphical user interfaces allow you to enter commands by pointing and clicking at objects that appear on the screen. 

Memory management
According to Parkinson's law "Programs expand to fill the memory 
available to hold them". Thus the programmers like a memory of 
infinite size and infinite speed. Nowadays most of the computer's 
memory is arranged in a hierarchical manner, starting from fastest 
registers, cache, RAM, disk storage, and perhaps even magnetic tape. 
The memory manager in an OS coordinates the memories by tracking 
which one is available, which is to be allocated or deallocated and 
how to swap between the main memory and secondary memories. This 
activity which is usually referred to as virtual memory management 
greatly increases the amount of memory available for a process (4GB 
for a typical Pentium PC, even if the physical RAM available is just 
256MB). This however comes at a speed penalty which is usually low, 
but can become very high in extreme cases and, again, lead to 
thrashing.
Another important part of memory management activity is managing 
virtual addresses, with help from the CPU. If multiple processes are 
in memory at once, they must be prevented from interfering with each 
other's memory (unless there is an explicit request to share for a 
limited amount of memory and in controlled ways). This is achieved by 
having separate address spaces. Each process in fact sees the whole 
virtual address space (typically, from address 0 up to the maximum 
size of virtual memory) as uniquely assigned to it (ignoring the fact 
that some areas are OS reserved). What actually happens is that the 
CPU stores some tables to match virtual addresses to physical 
addresses. This is why on Windows NT most resource sharing by memory 
pointers does not work: a pointer can refer to a GDI object on some 
process but be dangling on another!
Disk and file systems

Operating systems have a variety of native file systems. Linux has a 
greater range of native file systems, those being: ext2, ext3, [image: image4.png]



ReiserFS, Reiser4, GFS, GFS2, OCFS, OCFS2, NILFS and Google File 
System. Linux also has full support for XFS and JFS, along with the 
FAT file systems, and NTFS. Windows on the other hand has limited 
file system support which only includes: FAT12, FAT16, FAT32, and 
NTFS. The NTFS file system is the most efficient and reliable of the 
four Windows systems. All the FAT systems are older than NTFS and 
have limitations on the partition and file size that can cause a 
variety of problems.
For most of the above file systems there are two ways it can be 
allocated. Each system can be journaled or non-journaled. Journaled 
being the safer alternative under the circumstances of a system 
recovery. If a system comes to an abrupt stop, in a system crash 
scenario, the non-journaled system will need to undergo an 
examination from the system check utilities where as the journaled 
file systems recovery is automatic. Microsoft's NTFS is journaled 
along with most Linux file systems, except ext2, but including ext3, 
reiserfs and JFS.
Every file system is made up of similar directories and 
subdirectories. Along with the operating systems file system 
similarities there are the subtle differences. Microsoft separates 
its directories with a back slash and its file names aren't case 
sensitive whereas Unix-derived operating systems (including Linux) 
use the forward slash and their file names generally are case 
sensitive.
Networking

Most operating systems are capable of using the now-universal TCP/IP 
networking protocols. This means that one system can appear on a 
network of the other and share resources such as files, printers, and 
scanners.
Many operating systems also support one or more vendor-specific 
legacy networking protocols as well, for example, SNA on IBM systems, 
DECnet on systems from Digital Equipment Corporation, and Microsoft-
specific protocols on Windows. Specific protocols for specific tasks [image: image5.png]



may also be supported such as NFS for file access.

Security
Security as it pertains to the operating system is the ability to 
authenticate users prior to access, categorize the level of access 
the user has, and limit access based on a policy placed by 
administration. Typically an operating system offers (hosts) various 
services to other network computers and users. These services are 
usually provided through ports or numbered access points beyond the 
operating systems network address. Typically services include 
offerings such as file sharing, print services, email, web sites, and 
file transfer protocols.
At the front line of security are hardware devices known as 
firewalls. At the operating system level there are various software 
firewalls. A software firewall is configured to allow or deny traffic 
to a service running on top of the operating system. Therefore one 
can install and be running an insecure service, such as telnet or 
ftp, and not have to be threatened by a security breach because the 
firewall would deny all traffic trying to connect to the service on 
that port.
Graphical user interfaces
Today, most modern operating systems contain Graphical User 
Interfaces (GUIs, pronounced gooeys). A few older operating systems 
tightly integrated the GUI to the kernel�for example, the original 
implementations of Windows and Mac OS. More modern operating systems 
are modular, separating the graphics subsystem from the kernel (as is 
now done in Mac OS X and all Windows versions based on Windows NT)
Many operating systems allow the user to install or create any user 
interface they desire. The X Window System in conjunction with GNOME 
or KDE is a commonly found setup on most Unix and Unix derivative 
(BSD, Linux, Minix) systems.
GUIs tend to change with time. For example, Windows has modified its 
GUI every time a new major version of Windows is released and the Mac [image: image6.png]



OS GUI changed dramatically with the introduction of Mac OS X.

Device drivers
A device driver is a specific type of computer software developed to 
allow interaction with hardware devices. Typically this constitutes 
an interface for communicating with the device, through the specific 
computer bus or communications subsystem that the hardware is 
connected to, providing commands to and/or receiving data from the 
device, and on the other end, the requisite interfaces to the 
operating system and software applications. It is a specialized 
hardware dependent computer program which is also operating system 
specific that enables another program, typically an operating system 
or applications software package or computer program running under 
the operating system kernel, to interact transparently with a 
hardware device, and usually provides the requisite interrupt 
handling necessary for any necessary asynchronous time-dependent 
hardware interfacing needs.
The key design goal of device drivers is abstraction. Every model of 
hardware (even within the same class of device) is different. Newer 
models also are released by manufacturers that provide more reliable 
or better performance and these newer models are often controlled 
differently. Computers and their operating systems cannot be expected 
to know how to control every device, both now and in the future. To 
solve this problem, OSes essentially dictate how every type of device 
should be controlled. The function of the device driver is then to 
translate these OS mandated function calls into device specific 
calls. In theory a new device, which is controlled in a new manner, 
should function correctly if a suitable driver is available. This new 
driver will ensure that the device appears to operate as usual from 
the operating systems' point of view.

Ans6)
In computing, booting is a bootstrapping process that starts operating systems when the user turns on a computer system. A boot sequence is the set of operations the computer performs when it is switched on that load an operating system.

Boot loader

Most typwriter systems can only execute code found in the memory (ROM or RAM). Modern operating systems are stored on hard disks, or occasionally on LiveCDs, USB flash drives, or other non-volatile storage devices. When a computer is first powered on, it doesn't have an operating system in memory. The computer's hardware alone cannot perform complex actions such as loading a program from disk, so a paradox exists: to load the operating system into memory, one appears to need to have an operating system already loaded.

The solution to the paradox is to use a special small program, called a bootstrap loader or boot loader. This program's only job is to load other software for the operating system to start. Often, multiple-stage boot loaders are used, in which several small programs summon each other, until the last of them loads the operating system. The name bootstrap loader comes from the image of one pulling oneself up by one's bootstraps (see bootstrapping).

Early programmable computers had a row of toggle switches on the front panel to allow the operator to manually enter the binary boot instructions into memory before transferring control to the CPU. The boot loader would then read the operating system in from an outside storage medium such as paper tape, punched card, or an old fixed head disk drive.

Pseudo-assembly code for the bootloader might be as simple as the following eight instructions:

0: set the P register to 8

1: check paper tape reader ready

2: if not ready, jump to 1

3: read a byte from paper tape reader to accumulator

4: if end of tape, jump to 8

5: store accumulator to address in P register

6: increment the P register

7: jump to 1

A related example is based on a loader for a 1970's Nicolet Instrument Corporation minicomputer. Note that the bytes of the second-stage loader are read from paper tape in reverse order.

0: set the P register to 106

1: check paper tape reader ready

2: if not ready, jump to 1

3: read a byte from paper tape reader to accumulator

4: store accumulator to address in P register

5: decrement the P register 

6: jump to 1

The length of the second stage loader is such that the final byte overwrites location 6. After the instruction in location 5 executes, location 6 starts the second stage loader executing. The second stage loader then waits for the much longer tape containing the operating system to be placed in the tape reader. The difference between the boot loader and second stage loader is the addition of checking code to trap paper tape read errors, a frequent occurrence with the hardware of the time, which in this case was an ASR-33 teletype.

In modern computers the bootstrapping process begins with the CPU executing software contained in ROM (for example, the BIOS of an IBM PC) at a predefined address (the CPU is designed to execute this software after reset without outside help). This software contains rudimentary functionality to search for devices eligible to participate in booting, and load a small program from a special section (most commonly the boot sector) of the most promising device.

Boot loaders may face peculiar constraints, especially in size; for instance, on the IBM PC and compatibles, the first stage of boot loaders must fit into the first 446 bytes of the Master Boot Record, in order to leave room for the 64-byte partition table and the 2-byte AA55h 'signature', which the BIOS requires for a proper boot loader.

Some operating systems, most notably pre-1995 Macintosh systems from Apple Computer, are so closely interwoven with their hardware that it is impossible to natively boot an operating system other than the standard one. A common solution in such situations is to design a bootloader that works as a program belonging to the standard OS that hijacks the system and loads the alternative OS. This technique was used by Apple for its A/UX Unix implementation and copied by various freeware operating systems and BeOS Personal Edition 5.

Second-stage boot loader
NTLDR – A second stage boot loader

The small program is most often not itself an operating system, but only a second-stage boot loader, such as NTLDR, LILO or GRUB. It will then be able to load the operating system proper, and finally transfer execution to it. The system will initialize itself, and may load device drivers and other programs that are needed for the normal operation of the OS.

The boot process is considered complete when the computer is ready to interact with the user or the operating system is capable of running ordinary applications. Typical modern PCs boot in about a minute (of which about 15 seconds are taken by a Power-on self test (POST) and the preliminary boot loaders, and the rest by loading the operating system), while large servers may take several minutes to boot and to start all services. To ensure high availability, they bring up some services before others.

Most embedded systems must boot immediately. For example, waiting a minute for a digital television to come up is not acceptable. Therefore they have their complete operating system in ROM or flash memory, so it can be executed directly.

A hard reboot (also known as a cold reboot) is when power to a computer is cycled (turned off and then on) or a special reset signal to the processor is triggered (from a front panel switch of some sort). This restarts the computer without first performing any shut-down procedure. (With many operating systems, especially those using disk caches, after a hard reboot the filesystem may be in an "unclean" state, and an automatic scan of on-disk filesystem structures will be done before normal operation can begin.) It may be caused by power failure, be done by accident, or be done deliberately as a last resort to forcibly retrieve the system from a critical error or virus-inflicted DoS attack.
Refers to restarting a computer that is already turned on via the operating system. Restarting it returns the computer to its initial state. A warm boot is sometimes necessary when a program encounters an error from which it cannot recover. On PCs, you can perform a warm boot by pressing the Control, Alt, and Delete keys simultaneously. On Macs, you can perform a warm boot by pressing the Restart button.

Ans7)
dir

Lists all files and directories in the directory that you are currently in.

dir /ad

List only the directories in the current directory. If you need to move into one of the directories listed use the cd command.

dir /s

Lists the files in the directory that you are in and all sub directories after that directory, if you are at root "C:\>" and type this command this will list to you very file and directory on the C: drive of the computer.

md test

The above example creates the "test" directory in the directory you are currently in.

md c:\test

Create the "test" directory in the c:\ directory.

cd\
Goes to the highest level, the root of the drive.

cd..
Goes back one directory. For example, if you are within the C:\WINDOWS\COMMAND> directory, this would take you to C:\WINDOWS>

cd windows
If present, would take you into the Windows directory. Windows can be substituted with any other name.

rmdir c:\test 
This would remove the test directory, if empty. If you want to delete directories that are full, use the deltree command.

rmdir c:\test /s - Windows 2000 and Windows XP users can use this option with a prompt to permanently delete the test directory and all subdirectories and files. 

DATE [date]

Type DATE without parameters to display the current date setting and
a prompt for a new one.  Press ENTER to keep the same date.

EXAMPLES
date = would display the currrent date and prompt for a new one. If no date is entered, the current date will be kept.

TIME [time]

Type TIME with no parameters to display the current time setting and a prompt
for a new one.  Press ENTER to keep the same time.

EXAMPLES
time 12:00 - This would set the time to 12:00

CLS

EXAMPLES
cls = Clears your screen.

VER

EXAMPLES
ver - This would allow you to know what you are running.

EDIT [/B] [/H] [/R] [/S] [/<nnn>] [/?] [file(s)]

	/B
	Forces monochrome mode.

	/H
	Displays the maximum number of lines possible for your hardware.

	/R
	Load file(s) in read-only mode.

	/S 
	Forces the use of short filenames.

	/<nnn>
	Load binary file(s), wrapping lines to <nnn> characters wide.

	/? 
	Displays this help screen.

	[file]
	Specifies initial files(s) to load. Wildcards and multiple file specs can be given.


EXAMPLES
edit c:\autoexec.bat = This would look at the autoexec.bat; However, if the file is not found, you will have a blank blue screen. When editing this or any file, ensure that you know what you are placing in the files.

SYNTAX
Copies one or more files to another location.

COPY [/A | /B] source [/A | /B] [+ source [/A | /B] [+ ...]] [destination] [/A | /B]] [/V] [/Y | /-Y]

	source
	Specifies the file or files to be copied.

	/A
	Indicates an ASCII text file.

	/B
	Indicates a binary file.

	destination 
	Specifies the directory and/or filename for the new file(s).

	/V
	Verifies that new files are written correctly.

	/Y
	Suppresses prompting to confirm you want to overwrite an existing destination file.

	/-Y
	Causes prompting to confirm you want to overwrite an existing destination file.


The switch /Y may be preset in the COPYCMD environment variable. This may be overridden with /-Y on the command line.

To append files, specify a single file for destination, but multiple files for source (using wildcards or file1+file2+file3 format).

EXAMPLES
The below example would copy all files in the current directory to the floppy disk in drive a:

copy *.* a:
Copy the autoexec.bat, usually found at root, and copy it into the windows directory; the autoexec.bat can be substituted for any file(s).

copy autoexec.bat c:\windows
SYNTAX
Renames a file/directory or files/directories.

RENAME [drive:][path][directoryname1 | filename1] [directoryname2 | filename2]
REN [drive:][path][directoryname1 | filename1] [directoryname2 | filename2]

Note that you cannot specify a new drive or path for your destination.

EXAMPLES
Rename the directory chope to hope. 

rename c:\chope hope  

Rename all text files to files with .bak extension.

rename *.txt *.bak
Rename all files to begin with 1_. The asterisk (*) in this example is an example of a wild character; because nothing was placed before or after the first asterisk, this means all files in the current directory will be renamed with a 1_ in front of the file. For example, if there was a file named hope.txt it would be renamed to 1_pe.txt

ATTRIB [+R | -R] [+A | -A ] [+S | -S] [+H | -H] [[drive:] [path] filename] [/S [/D]]

	+
	Sets an attribute.

	-
	Clears an attribute.

	R
	Read-only file attribute.

	A
	Archive file attribute.

	S
	System file attribute.

	H
	Hidden file attribute.

	/S 
	Processes files in all directories in the specified path.

	/D
	Process folders as well.


del [drive:][path]filename
delete [drive:][path]filename

[drive:][path]filenameSpecifies the file to delete.
Delete only operates within the system directories of the current Windows installation, removable media, the root directory of any hard disk partition, or the local installation sources.

Del and delete do not support replaceable parameters (wild cards).

del test.tmp = Deletes the test.tmp in the directory that you currently are in, if the file exists.
del c:\windows\test.tmp = Delete the c:\windows\test.tmp in the windows directory if it exists.

	print
	/d:device /b:size /u:ticks1 /m:ticks2

	
	/s:ticks3 /q:size /t 

	
	drive:\path\ filename /c /p


 

	Options:
	 

	/d:device 
	Name of printer device
Printer Ports: LPT1, LPT2 orLPT3 
Serial Ports: Com1, Com2, Com3 or Com4

	/b:size
	Sets size (in bytes) of internal buffer. Default=512 with range of 512 to 16384.

	/u:ticks1
	Maximum number of clock ticks PRINT is to wait for a printer to become available. Default=1 with a range of 1 to 255.

	/m:ticks2
	Maximum number of clock ticks PRINT can take to print a character or printer. Default=2 with a range of 1 to 255.

	/s:ticks3
	Maximum number of clock ticks allocated for background printing. Default=8 with range of 1 to 255. 

	/q:qsize 
	Maximum number of files allowed in print queue. Default=10 with range of 1 to 255.

	/t
	Removes files from the print queue.

	drive:\path\ filename 
	Location and filename of file to be printed.

	/c
	Removes files from the print queue. 

	/p 
	Adds files to the print queue.


EXAMPLES
print c:\file.txt /c /d:lpt1 - Prints the file file.txt to the parallel port lpt1.

Moves files and renames files and directories. 

To move one or more files
MOVE [/Y | /-Y] [drive:][path]filename1[,...] destination

To rename a directory:
MOVE [/Y | /-Y] [drive:][path]dirname1 dirname2

	[drive:][path]filename1
	Specifies the location and name of the file or files you want to move.

	destination
	Specifies the new location of the file. Destination can consist of a drive letter and colon, a directory name, or a combination. If you are moving only one file, you can also include a filename if you want to rename the file when you move it.

	[drive:][path]dirname1 
	Specifies the directory you want to rename.

	dirname2
	Specifies the new name of the directory.

	/Y
	Suppresses prompting to confirm you want to overwrite an existing destination file.

	/-Y
	Causes prompting to confirm you want to overwrite an existing destination file.


The switch /Y may be present in the COPYCMD environment variable. This may be overridden with /-Y on the command line. Default is to prompt on overwrites unless MOVE command is being executed from within a batch script.

EXAMPLES
move c:\windows\temp\*.* c:\temp - This would move the files of c:\windows\temp to the temp directory in root, this is of course assuming you have the windows\temp directory.
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	SYNTAX
Displays the contents of text files.
TYPE [drive:][path]filename

EXAMPLES
type c:\autoexec.bat - This would allow you to look at the autoexec.bat




SYNTAX
Changes the Windows command prompt. 

PROMPT [text] 

text Specifies a new command prompt.

The prompt can be made up of normal characters and the below special codes: 

	$Q
	= (equal sign)

	$$
	$ (dollar sign)

	$T
	Current time

	$D
	Current date

	$P
	Current drive and path

	$V
	Windows version number 

	$N
	Current drive

	$G
	> (greater-than sign)

	$L
	& (less-than sign)

	$B
	| (pipe)

	$H
	Backspace (erases previous character)

	$E 
	Escape code (ASCII code 27)

	$_
	Carriage return and linefeed 


Type PROMPT without parameters to reset the prompt to the default setting. 

EXAMPLES
prompt $t  $d$_$p$g - This would display the time and the date above your prompt when in DOS.

Edits command lines, recalls command lines, and creates macros

DOSKEY [/switch ...] [macroname=[text]]

	/BUFSIZE:size
	Sets size of macro and command buffer
	(default:512)

	/ECHO:on|off
	nables/disables echo of macro expansions
	(default:on)

	/FILE:file
	Specifies file containing a list of macros
	

	/HISTORY
	Displays all commands stored in memory
	

	/INSERT
	Inserts new characters into line when typing
	

	/KEYSIZE:size
	Sets size of keyboard type-ahead buffer
	(default:15)

	/LINE:size
	Sets maximum size of line edit buffer
	(default:128)

	/MACROS 
	Displays all DOSKey macros
	

	/OVERSTRIKE
	Overwrites new characters onto line when typing
	(default)

	/REINSTALL
	Installs a new copy of DOSKey
	

	macroname
	Specifies a name for a macro you create
	

	text
	Specifies commands you want to assign to the macro
	


 

	UP,DOWN 
	arrows recall commands

	Esc
	clears current command

	F7
	displays command history

	Alt+F7
	clears command history

	[chars]F8
	searches for command beginning with [chars]

	F9
	selects a command by number

	Alt+F10
	clears macro definitions


Below are special codes you can use in DOSKey macro definitions.

	$T 
	Command separator: allows multiple commands in a macro

	$1-$9
	Batch parameters: equivalent to %1-%9 in batch programs

	$*
	Symbol replaced by everything following macro name on the command line


EXAMPLES
doskey - This would install doskey to allow you to press the up or down command to see history, or right or left to retype previous command.

Displays the amount of used and free memory in your system.

MEM [/CLASSIFY | /DEBUG | /FREE | /MODULE module name] [/PAGE]

	/CLASSIFY or /C
	Classifies programs by memory usage. Lists the size of programs, provides a summary of memory in use, and lists largest memory block available.

	/DEBUG or /D
	Displays status of all modules in memory, internal drivers, and other information.

	/FREE or /F
	Displays information about the amount of free memory left in both conventional and upper memory.

	/MODULE or /M
	Displays a detailed listing of a module's memory use. This option must be followed by the name of a module, optionally separated from /M by a colon.

	/PAGE or /P 
	Pauses after each screen full of information.


EXAMPLES
mem - This would display information about your memory as seen in the below examples.

xcopy c:\temp /e
The above example is the basic xcopy command to copy the files, directories, and subdirectories to the directory you're currently in.
xcopy h:\*.* /a /e /k
TREE Drive:\ Path /f /a

	Drive:\Path
	Drive and directory containing disk for display of directory structure.

	/f
	Displays file names in each directory.

	/a
	ext characters used for linking lines, instead of graphic characters. /a is used with code pages that do not support graphic characters and to send output to printers that do not properly interpret graphic characters.


EXAMPLES
tree - This would list a tree listing of the current drive. Below is a basic example of what a directory may look like.

